
The booklet has only 108 pages and measures 5.5” x 8” – easy to carry around; a PDF version is also available and can be printed in 8.5” x 11” format.

The Introduction discusses the growing concern over security, caused partly by internal perceptions of need and partly by external pressures of government regulation and contractual obligations. The industry consensus is that “the business and IT must integrate sustainable security practices into IT operational and service development processes.” Like the *Visible Ops Handbook*, *Visible Ops Security* is “based on the study of the common practices of high-performing IT organizations…. [The ITPI] has studied and benchmarked more than 850 IT organizations to gain deeper insights into what enables high performers to excel.”

Two categories of problems confront IT personnel and the authors provide many specific examples of each:

- conflicts between the requirements of normal IT operations or development practices and expectations of security
- interference of security standards and practices with effective and efficient operations.

Another fundamental problem is that “Although IT supports the business in many different ways, IT has two primary functions:

1. Developing new capabilities and functionality to achieve business objectives

2. Operating and maintaining existing IT services to safeguard business commitments

The authors write, “*Visible Ops Security* describes how to resolve this core chronic conflict by enabling the business to simultaneously respond more quickly to urgent business needs and provide stable, security and predictable IT services.”

The remainder of the Introduction provides an overview of the four phases of the systematic approach to resolving fundamental problems in the operations and security sectors:

1. Stabilize the patient and get plugged into production

2. Find business risks and fix fragile artifacts

3. Implement development and release controls
4. Continual improvement

In my next columns, I’ll look at how the authors approach each of these phases in more detail.

Get the book.

* * *
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